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Abstract— The proliferation of smart objects in a communicating-actuating network creates the  Internet of Things  (IoT)  that  is  made  up  
of  sensors  and  actuators  which  blend  seamlessly  with  the environment around us collect data  from the  environment  and  allow the 
sharing of information across  platforms.  This  has  enabled  cheaper  and  more  scalable  means  of  gathering,  processing and 
presenting air quality data that is not only useful to the environmental authorities but also to the  citizens.  This  research  presents  the  IoT  
enabling  technologies,  architectures  and  how  they have been used in developing air quality monitoring systems. An architectural 
framework based on these enabling technologies, architectures and the best practices from several cases previous cases was designed.  
Finally  an  air  quality  monitoring  system  based  on  this  architecture  was developed and tested. The research concludes that the 
benefits that can be realized by air quality monitoring systems based on this architecture include: sensing accuracy, large area coverage 
and monitoring,  minimal  human  interaction  through  remote  sensing  and  monitoring,  ability  to integrate  these  systems  to  the  
existing  systems  through  the  use  of  already  implemented technologies  that  are  regarded  as  the  enablers  of  IoT  and  effective  
dissemination  of  air  quality information.   

Index Terms— Actuators, Air pollution, air quality monitoring, architecture, Internet of Things, sensors; wireless sensor networks. 

——————————      —————————— 

1. BACKGROUND                                                                     

nternet of Things is a recent communication paradigm that 
envisions a near future, in which the objects of everyday life 
will be equipped with microcontrollers, transceivers for dig-

ital communication, and suitable protocol stacks that will 
make them able to communicate with one another and with 
the users, becoming an integral part of the Internet [3].  

Ubiquitous sensing offers the ability to measure, infer and 
understand environmental indicators, from delicate ecologies 
and natural resources to urban environments. The prolifera-
tion of objects in a communicating-actuating network creates 
the IoT. Sensors and actuators blend seamlessly with the envi-
ronment around us thereby enabling us obtain data from the 
environment such as the air quality, and the information is 
shared across platforms in order to develop a common operat-
ing picture [17].   

IoT aims at making the Internet even more immersive and 
pervasive by enabling easy access and interaction with a wide 
variety of devices such as monitoring sensors, actuators, dis-
plays, vehicles, and so on, the IoT will foster the development 
of a number of applications that make use of the potentially 
enormous amount and variety of data generated by such ob-
jects to provide new services to citizens, companies, and pub-
lic administrations [5]. 

Attempts have been made to monitor urban air quality, 
networks of fixed monitoring stations have been deployed in 
urban areas to provide authorities with data to define and en-
force dynamically policies to reduce pollutants, for instance by 
issuing traffic regulation measures. However, fixed networks 
require careful placement of monitoring stations to be effec-
tive. Moreover, changes in urban arrangement, activities, or 
regulations may affect considerably the monitoring model, 
especially when budget constraints prevent from relocating 
stations or adding new ones to the network [12]. 

IoT has therefore made it possible to obtain air quality data 

through the use of air quality monitoring systems that employ 
IoT architectures and appropriate technologies. Such systems 
include: Integrated System for Regional Environmental Moni-
toring and Management Based on IoT[11]; Real-time Air Qual-
ity Monitoring Through Mobile Sensing in Metropolitan 
Areas; [9] Wireless Sensor Network Based Air Pollution Moni-
toring Systems [3] 

This research therefore aims at taking advantage of the re-
search that has been done by others in building air quality 
monitoring systems based on IoT and proposes an architecture 
that can be used for building an air quality monitoring system 
in Kenya that uses appropriate enabling technologies that are 
readily available and affordable. 

 
2. Internet of Things 
 
2.1 Definitions 
   Coordination and Support Action for Global RFID-related 
Activities and Standardization. [18] defines IoT as “A global 
network infrastructure, linking physical and virtual objects 
through the exploitation of data capture and communication 
capabilities. This infrastructure includes existing and evolving 
Internet and network developments. It will offer specific ob-
ject identification, sensor and connection capability as the 
basis for development of independent federated services and 
applications these will be characterized by a high degree of 
autonomous data capture, event transfer, network connectivi-
ty and interoperability”.  
         The IoT allows people and things to be connected any-
time, anyplace, with anything and anyone, ideally using any 
path/network and any service. 
        The internet of things also employs the concepts of perva-
sive computing and ubiquitous computing [24]. These para-
digms are enabled by large-scale embedded sensor devices. 
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Moreover, if the objects are uniquely addressable and con-
nected to the internet, then the information about them can 
flow through the same protocol that connects our computers 
to the internet. Since these objects can sense the environment 
and communicate, they have become tools for understanding 
complexity, and may often enable autonomic responses to 
challenging scenarios without human intervention. This 
broader principle is popularly used in IBM’s Smarter Planet 
initiative for autonomic computing [6]. 

2.2 Enaling technologies 

The IoT enables the participating objects link with each 
other and share information across among them. IoT therefore 
transforms these objects from being traditional i.e. being un-
able to communicate with others to being smart i.e. being able 
to link and communicate with otherobject. This is achieved 
through the use of underlying technologies such as ubiquitous 
andpervasive computing, embedded devices, communication 
technologies, sensor networks, Internet protocols and 
applications [1]. 

Generally, the IoT enabling technologies i.e. the building 
blocks can be broadly grouped into IoT elements. Understand-
ing the IoT building blocks helps to gain a better insight into 
the real meaning and functionality of the IoT [1]. The six main 
elements needed to deliver the functionality of the IoT are dis-
cussed are described as below: 

 
a) Identification   
This involves giving the objects unique identities to ensure 

that they can be monitored independently and provide data 
uniquely. There are many techniques used in IoT to identify 
object and these include: EPC and ubiquitous codes (Koshizu-
ka & Sakamura, 2010).  

Providing the unique identity to the IoT objects is critical to 
differentiate between object ID and its address. Other address-
ing methods of IoT objects include IPv6 and IPv4. 6LoWPAN 
which can be public or private.  

 
b) Sensing   
This involves gathering data from related IoT objects within 

the network and sending these data to a central storage such 
as a data warehouse, database, or cloud. The collected data is 
analyzed to take specific actions based on required services. 
Sensing can be achieved by employing the use of The IoT sen-
sors such as smart sensors, actuators and wearable sensing 
devices. IoT products such as Arduino, Raspberry PI, and 
BeagleBone Black are built based on these sensors in addition 
to built-in TCP/IP and security functionalities. They therefore 
connect to a central management portal to provide the re-
quired data by customers. [1]. 

 
c) Communication   
Communication technologies such as RFID, NFC and UWB 

connect the heterogeneous participating IoT objects together to 
deliver specific smart services. The ideal communication 
among the participating objects involves the use of low power 
in the presence of lossy and noisy communication links. These 
communication technologies uses of protocols such as WiFi, 

Bluetooth, IEEE 802.15.4, Z-wave, and LTE-Advanced.   
 
d) Computation  
Computation is composed of processing units such, soft-

ware applications and various hardware platforms. Processing 
units includes microcontrollers, microprocessors, SOCs, 
FPGA’s. Hardware platforms include Arduino, FriendlyARM, 
Intel Galileo, Raspberry PI, Gadgeteer, BeagleBone, Cubie-
board, , WiSense, Mulle, and T-Mote Sky.  Software platforms 
provide IoT functionalities and include Operating Systems. 
The OS are vital since they run for the whole activation time of 
a device. The OS include Contiki RTOS which has been used 
widely in IoT scenarios, Cooja which is a Contiki simulator 
and allows researchers to develop, simulate and emulate IoT 
and WSN applications, TinyOS [10], LiteOS and Riot OS 
which also offers light weight OS designed for IoT environ-
ments.  

 
e) Services   
IoT services can be categorized under four classes [31] [15]: 

Identity-related Services, Information Aggregation Services, 
CollaborativeAware Services and Ubiquitous Services.  

Identity-related services are the most basic and important 
services that are used in identifying the IoT objects.  

Information Aggregation Services collect and summarize 
raw sensory measurements that need to be processed and re-
ported to the IoT application.  

Collaborative-Aware Services act on top of Information 
Aggregation Services and use the obtained data to make deci-
sion and react accordingly.   

Ubiquitous Services, however, aim to provide Collabora-
tive-Aware Services anytime they are needed to anyone who 
needs them anywhere.   

 
f) Semantics  
Semantic in IoT refers to the ability to extract knowledge 

smartly by different machines to provide the required servic-
es. Knowledge extraction includes discovering and using re-
sources and modeling information. It also includes recogniz-
ing and analyzing data to make sense of the right decision to 
provide the exact service (Barnaghi, Wang, Henson, & Taylor, 
2012).   

These requirements are supported by Semantic Web tech-
nologies such as the RDF and the OWL. In 2011, the W3C 
adopted the EXI format as a recommendation [27]. EXI is de-
signed to optimize XML applications for resource-constrained 
environments. Furthermore, it reduces bandwidth needs 
without affecting related resources such as battery life, code 
size, energy consumed for processing, and memory size.   

2.3 IoT Architectures 

IoT should be capable of interconnecting billions or 
trillions of heterogeneous objects through the Internet, so there 
is a critical need for a flexible layered architecture [1]. The ever 
increasing number of proposed architectures has not yet 
converged to a reference model. Meanwhile, there are some 
projects like IoT-A [2] which try to design a common 
architecture based on the analysis of the needs of researchers 
and the industry as shown in figure 2. From the pool of 
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proposed models, the basic model is a 3-layer architecture [33] 
[30] consisting of the Application, Network, and Perception 
Layers. 

2.3.1. Architectures based on layered models   
Fig. 1 illustrates some common architectures among them is 
the 5-layer model (not to be confused with the TCP/IP layers) 
which has been used in [30] [33].An overview of the enabling 
technologies and the IoT elements used in all the layers of 
these IoT archi 
 
 
 
 
 
 
tectures are discussed in the section below:  

 
 

 
  
 
Figure 1: IoT Architectures by [30] 

 
a) Objects Layer   

This is the first layer also known as the Objects or percep-
tion layer, it represents the physical layer that has ioT sensors 
and actuators to perform different functionalities such as col-
lecting and processing information from the surrounding en-
vironment. Standardized plug-and-play mechanisms need to 
be used by the perception layer to configure heterogeneous 
objects [30] [33] 

 
b)    Object Abstraction Layer   

Object Abstraction transfers data produced by the Objects 
layer to the Service Management layer through secure chan-
nels. Data is transferred through various technologies such as 
RFID, 3G, GSM, UMTS, WiFi, Bluetooth Low Energy, infrared, 
ZigBee. Other functions such as cloud computing and data 
management processes are handled at this layer [30] [33] 

 
b) Service Management Layer   

Service Management or Middleware (pairing) layer pairs a 
service with its requester based on addresses and names. This 
layer enables the IoT application programmers to work with-
heterogeneous objects without consideration to a specific 
hardware platform. Also, this layer processes received data, 
makes decisions, and delivers the required services over the 
networkwire protocols [30] [33] 

  
   c) Application Layer   

The application layer provides the services requested by 
clients. [30] [33] 

 
   d) Business Layer   

The business layer manages the overall IoT system activi-
ties and services. The responsibilities of this layer are to build 
a business model, graphs, flowcharts, etc. based on the re-
ceived data from the Application layer. [30] [33]. 

 
Most IoT implementations follow an architecture that con-

tains different worlds each of them with their own characteris-
tics; Figure 2 shows an example [20]. They argue that the 
things world relates to micro-electromechanical systems, 
smart sensors, simple HMI’s, and so forth, which associate in 
networks (Networks of Things, NoT) to ubiquitously interact 
with other things, the environment and/or people.   

 
 
 
 
 
 
 
 
 
Figure 2: IoT arhitecture by (Gomez et al., 2010) 

3. Case study: Integrated System for Regional 
Environmental Monitoring and Management Based 
on IoT 

This research was carried out by [11]. In this study, the 
researchers implemented an Integrated System for Regional 
Environmental Monitoring and Management Based on 
Internet of Things. The figure below shows the architecture 
developed in this study.  
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
Fig 3: IoT Architecture by [11]. 

The prototype of this system was built on an architecture 
based on four layers: Perception layer; Network Layer; Mid-
dleware layer and application layer.   

 
a. Perception Layer 
This layer is mainly used for collecting data in environmen-

tal monitoring and management and includes real-time data-
sets, models/methods, knowledge, and others. The real-time 
data collection based on IoT is related to multi-sensors, includ-
ing RS platforms (i.e., satellites, balloons, aircrafts, and radar), 
situ instruments (i.e., situ observation instruments for meteo-
rological, hydrological, and ecological factors), mobile (i.e., 2G, 
3G, and LTE), IEEE 802.X (i.e., WiFi, Bluetooth, and ZigBee), 
RFID, and other sensors [11].  
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b. Network Layer 
The network layer performs basic functions of data and in-

formation transmission as well as the interconnection of sys-
tems and platforms. It mainly consists of access networks and 
transport networks.  

Access networks are short-range wireless networks and is 
made up of SAN , 2G, 3G, WiFi, and ZigBee which supports 
the connection of things (i.e., sensors, devices, and users) in 
environmental monitoring and management. Transport net-
works consists of WAN of wired or wireless hybrid network 
and are usually subsystems of EIS with wired and wireless 
broadband IP network, and EISs could be connected to the 
cooperative environmental cloud with Web service-based 
global network [11].  

 
c. Middleware Layer 
This is the set of sub-layers for the management of data, 

software/tools, models and platforms, and interposed be-
tween the network layer and the application layer. In this 
layer, RODB is used to efficiently manage massive data gener-
ated by sensors and devices, and it is also used for storing and 
management of models, knowledge, and other information. 
[11] 

 
d. Application Layer  
The application layer consists of application support plat-

forms, cloud computing platform, escience platforms and oth-
er platforms. This layer mainly provides the functions of stor-
ing, organizing, processing, and sharing the environment data 
and other information obtained from sensors, devices, and 
Web services. 

 

4. PROPOSED APPROACH 
The proposed system architecture in this study was 

based upon previous work on environmental monitoring 
system described in [3]. The architecture was based on the 
Environmental Monitoring System with Wireless Sensor 
Networks and IoT systems.   

Modifications have been done on the original 
architecture for the purpose of testing this model, for example 
sophisticated servers have been replaced by a laptop that will 
be used for the experimental purpose but at the same time is 
expected to give accurate results as will be in the case of real 
server environment. 

 This architecture also proposes to carry out the 
experiment in a layered approach mainly  

 server-end layer (server layer) 

 Com m u nication  and  d ata storage layer and   

 Sensing and  connectivity layer (mote layer) as 
implemented in [13].  

 

 

 

 

 
 

Fig 4: Proposed IoT architecture for implementing the air quality 
monitoring system in Nairobi County 

 
The system based on this architecture consists of 

Nodes/Mote layer that is composed of objects for collecting 
environmental data and are equipped with different kinds of 
sensors, placed on structures such as street light poles, build-
ings, billboards and sends data to a central location via WSN 
that is connected to the Internet through a gateway unit. 

  
This air quality monitoring system shall make it possible to 

collect air pollution parameters such as CO level, Methane, 
NOx, SOx, LPG, CNG, Carbon Monoxide and Alcohol. An 
overview of the types and roles of the devices involved in the 
system is given below: 

 
a. Sensing and connectivity layer  
This is the layer where the IoT wireless sensor nodes as-

sembled into a base station will be placed. The base stations 
will be mounted on different structures such as street light 
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poles that are geographically distributed within and out of the 
city.   

The nodes in these base stations will then be uniquely be 
identified and mapped to provide accurate context informa-
tion of the node. The nodes are will be powered by though 
connection to the power source of the lighting used in the dif-
ferent objects they are mounted in such as the power for the 
billboards, street lights and the CCTV cameras. 
 

b. Communication layer and data storage 
This is the layer that will ensure the transmission of data 

from the notes to the central storage as well as ensure that the 
data processed from the server end layer reaches the intended 
audience. In order to allow low-power transmission of data 
from the nodes to the server, constrained link layer technology 
such as 6LoWPAN will be used.   

The nodes will also be assigned with unique IPv6 addresses 
and each node will be individually accessible from anywhere 
in the Internet by means of IPv6/6LoWPAN. Nodes collective-
ly deliver their data to a sink node, which represents the single 
point of contact for the external nodes.   

Alternatively, each node will publish its own features and 
data by running a CoAP server. In either case, a gateway is 
required to bridge the 6LoWPAN cloud to the Internet and 
perform all the transcoding described in the previous section.  

 
c. Database server  
The database server will be used for collecting the data that 

needs to be monitored in time by communicating with the 
HTTP-CoAP proxy server, which in turn takes care of retriev-
ing the required data from the proper source. The data stored 
in the database are accessible through traditional web pro-
gramming technologies. The information can either be visua-
lized in the form of a web site, or exported in any open data 
format using dynamic web programming languages.  

 
d. Server-end layer  
This is the layer where a server will be used to host data-

bases and the data from Arduino IDE as well as the contents 
of the sensor readings. In order to allow the data to be ac-
cessed to the public, a public IP address will be used to allow 
for remote access.  

 
4.1 Designing the Air Quality Architectural Model  
 

After studying several architectural models used for de-
signing IoT enabled air quality monitoring systems, a three-
layer architectural model by [13] was seen as suitable and was 
therefore adopted for this research.  

Figure 12 shows a schematic view of system architecture 
consisting of three layers namely, mote, server and application 
layers. 

 
 
 
 
 
 

 
 
 
 
 
 
 
 
 

Figure 5: System architecture adopted from [25] 
Mote layer:  
This is the layer that consists of wireless sensor nodes and a 
Base Station. The base station is a package of nodes. Each node 
has one or more sensors plugged into the bread board and 
Arduino board as well as a transmitter, a power supply and 
microcontroller.   
The nodes are distributed over an area of interest and are 
placed uniquely to be able to collect data from different areas. 
They are also carefully placed to ensure that the distance be-
tween the nodes does not exceed the maximum RF communi-
cation range. Energy optimized routing has also been used to 
optimize the communication of the nodes. [13] 
 
Server layer:   
This is the layer that stores all the sensor data. The data from 
the nodes in each base station are sent to the server via an in-
ternet. The data can also be manually transferred to the server 
in case of a connection failure through the use of USB cables. 
The server is therefore able to obtain and process data from 
the base stations, populate the WSN data and send the data to 
the application layer for visualization. [13] 
 
Application layer:   
This is the layer that is used for accessing the air quality data 
once it is processed and visualized. The application layer also 
allows the administrators of the system to have remote access 
to WSN data using web browsers. This provides the adminis-
trators with a powerful tool to visualize realtime WSN data 
and compare data from various nodes. In addition, the appli-
cation layer allows the administrators to access the base st 
tions remotely and be able to modify sensor nodes’ configura-
tions. [13]  
 
4.2. Designing the air quality monitoring system 
 
The overview of the system is described in figure 6. All envi-
ronmental sensors act as input and connected to a micro-
controller i.e. an Arduino Uno R3. 
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Figure 6: System Overview 

 
The sensors are organized in a breadboard. The other tools 
used include a Wi-Fi module to connect to Wi-Fi to enable the 
data from the nodes to be sent to the web-server. The output 
of this system is visualized data that is sent to cloud and can 
be accessed by electronic devices such as laptops, mobile 
phones and other hand-held devices.   
 

a. Electrical component 
Electrical component of this prototype consists of seven gas 

sensors such as MQ 2, MQ 7 carbon monoxide sensor, a Wi-Fi 
module ESP8266, resistors, Linear regulator and LED’s. The 
sensors are connected to the microcontroller i.e. Arduino Uno 
R3 via an expansion board (bread board).   

By using the breadboard, all sensors and other nodes will 
get power identically and the voltage to these nodes will be 
5V. However, it is not recommended to directly connect 
ESP8266 with Arduino because Arduino speaks in 5V and 
may result damaged in both sides. Therefore, 3.3 V linear reg-
ulators are used to decrease the power from Arduino. The 
schematic circuit is shown in figure 14. Figure 14 also shows 
how the gas sensors are connected to the microcontroller. 

 

 

 

 

Figure 7: Electrical System 

 

 

 
 

 
 
 
 
 
 
 
 
 
 

Figure 8: Sensor connection to Arduino 
 

b. Software component  
The softwares used in this system are mainly for communi-

cation between the nodes and the servers for data processing, 
visualization and data access. There are two communication 
methods that can be used in this research.   

The first is the use of Serial0 for direct communication be-
tween Arduino and PC and the second method is the use of 
Serial1 for communication between Arduino and ESP8266 Wi-
Fi module to transfer data to the server via web-server. In this 
research, thinspeak.com webserver was used for prototype 
purpose. Here are many open source systems that are readily 
available and can be developed to allow the nodes to send the 
sensor data directly to web-servers.   

Another important function of this section is the ability to 
view the data from the sensors either before or after it has 
been processed into information. The data can be viewed lo-
cally in a computer when the node is connected using a USB 
cable via Serial0 to the computer and the readings are viewed 
from the serial monitor of the Arduino IDE.   
The data can also be viewed via a web server through the use 
of an IDE programme code that enables the data to be read 
form the node and sent to the web-server using the ESP8266 
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Wi-Fi module.  In this case, the baud-rate of the module must 
be set e.g. at 115200 for Serial1 Serial0 can be set in any baud-
rate. After baud-rate is set, the connection to Wi-Fi router must 
be set.   

The Wi-Fi connection allows data transmission from the 
Arduino node directly to webservers using standard HTTP 
protocol. The communication between Arduino and ESP8266 
can be tested using AT command. When the module is ready 
and connected to Wi-Fi, it will read all sensors data from ana-
log input of Arduino. The data collected in Arduino must be 
converted to string hence it can be used to update data value 
on the web.  

 
d. Application layer  
In this prototype design, a web application is used to 

access the air quality data. The website used is 
www.thingspeak.com. In this website, an account and a cha 
nel is created to get API key that is used for updating values 
from the nodes in visual form such as the use of graphs and 
charts.  

Communication between the board module and 
ThingSpeak is initiated by the use of AT command. It is im-
portant to note that the API’s generated in thingspeak.com can 
be used in other interfaces such as mobile apps through the 
use of iframes.  

Apart from sending the data to a free IoT webserver such 
as thingspeak.com, the same data can also be sent to local da-
tabase and webserver within the Local Area Network. The 
major difference is the IP address used, process of data acqui-
sition and http request packet construction are remain the 
same.   

5. SIMULATION RESULTS 
a) Sensor readings in location A 

 
 
 
 
 
 
 
 
 
 
 
 
 

Figure 9: Air quality data in location A 
 
The data obtained in this location shows that in this area, 

there was minimal level of carbon dioxide. However, due to 
the fact that there is a smoking zone, when the sensor was 
moved to this point, the readings of CO and smoke were seen 
to rise rapidly.  

 

b) Sensor readings in location B 
Further reading was taken in another location that has a car 
park and the data is as shown in figure 10. 

 
 
 
 

 
 
 
 
 
 
 
 
 

Figure 10: Air quality data in location B 
 
The readings show that the levels of CO are much more 

than the previous readings in location A. However the levels 
might not have been high due to the fact that there was less 
activity in this area as the cars are parked long term with little 
movement of cars coming in and going out. The sensor also 
captured an increasing level of CO when the sensor was 
moved closer to a vehicle that was just parked.  

 
c) Sensor readings in location C 

 
Sensor data was also taken from another location (a main car 
park area) at midday and the results is shown in figure 11: 

 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 
The results show that there was a significant change in the CO 
levels as well as smoke levels. This can be attributed to the fact 
that this being the main car park area, there is a lot of activities 
in terms of vehicles coming and leaving. The CO levels are 
therefore high as there are more fumes from the exhaust of the 
cars.   
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6. CONCLUSION 

In conclusion, the study established that the possible solutions 
to improve current challenges of air quality monitoring by 
environmental authorities can be done through the adoption 
of IoT system in the air quality monitoring practices in Kenya.   

The air quality monitoring systems based on IoT will improve 
efficiency of air quality monitoring as the systems are scalable, 
low-cost, provide sensing accuracy, can be integrated to other 
ICT systems and can obtain air quality data with a wide cov-
erage with minimal or no human interaction.   

The air quality monitoring systems based on IoT will also 
make it possible to timely disseminate air quality data to all 
the citizens and the environmental authorities to appropriate 
actions. 

The environmental authorities should therefore create more 
labs for testing the technologies that make up the internet of 
things as this can be vital in building systems that can readily 
be used for air quality.   

REFERENCES 
[1] Al-Fuqaha, A., Guizani, M., Mohammadi, M., Aledhari, M., & 

Ayyash, M. (2015). Internet of things: A survey on enabling technol-
ogies, protocols, and applications. IEEE Communications Surveys & 
Tutorials, 17(4), 2347-2376.  

[2] Asensio, Á., Marco, Á., Blasco, R., & Casas, R. (2014). Protocol and 
architecture to bring things into internet of things. International 
Journal of Distributed Sensor Networks, 2014.  

[3] Atzori, L., Iera, A., & Morabito, G. (2010). The internet of things: A 
survey. Computer networks, 54(15), 2787-2805.  

[4] Barnaghi, P., Wang, W., Henson, C., & Taylor, K. (2012). Semantics 
for the Internet of Things: early progress and back to the future. In-
ternational Journal on Semantic Web and Information Systems (IJS-
WIS), 8(1), 1-21.  

[5] Bellavista, P., Cardone, G., Corradi, A., & Foschini, L. (2013). Con-
vergence of MANET and WSN in IoT urban scenarios. IEEE Sensors 
Journal, 13(10), 3558-3567.  

[6] Bhole, M. D. (2013). A review of emerging technologies under Inter-
net Of Things. International Research Journal of Engineering and 
Technology (IRJET), 2(000).  

[7] Corke, P., Wark, T., Jurdak, R., Hu, W., Valencia, P., & Moore, D. 
(2010). Environmental wireless sensor networks. Proceedings of the 
IEEE, 98(11), 1903-1917.  

[8] Crosby, G. V., & Vafa, F. (2013, October). Wireless sensor networks 
and LTE-A network convergence. In Local Computer Networks 
(LCN), 2013 IEEE 38th Conference On (pp. 731734). IEEE. 

[9] Devarakonda, S., Sevusu, P., Liu, H., Liu, R., Iftode, L., & Nath, B. 
(2013, August). Real-time air quality monitoring through mobile 
sensing in metropolitan areas. In Proceedings of the 2nd ACM 
SIGKDD international workshop on urban computing (p. 15). ACM.   

[10] Dunkels, A., Gronvall, B., & Voigt, T. (2004, November). Contiki-a 
lightweight and flexible operating system for tiny networked sen-
sors. In Local Computer Networks, 2004. 29th Annual IEEE Interna-

tional Conference on (pp. 455-462). IEEE.  
[11] Fang, S., Da Xu, L., Zhu, Y., Ahati, J., Pei, H., Yan, J., & Liu, Z. (2014). 

An integrated system for regional environmental monitoring and 
management based on internet of things. IEEE Transactions on In-
dustrial Informatics, 10(2), 1596-1605.  

[12] Gaglio, S., Re, G. L., Martorella, G., Peri, D., & Vassallo, S. D. Devel-
opment of an IoT Environmental Monitoring Application with a 
Novel Middleware for Resource Constrained Devices. In Proceedings 
of the 2nd Conference on Mobile and Information Technologies in 
Medicine (MobileMed 2014).  

[13] Ghobakhlou, A., Zandi, S., & Sallis, P. (2011). Development of envi-
ronmental monitoring system with wireless sensor networks.  

[14] Ghosh, A., Ratasuk, R., Mondal, B., Mangalvedhe, N., & Thomas, T. 
(2010). LTE-advanced: next-generation wireless broadband technolo-
gy [Invited Paper]. IEEE Wireless Communications, 17(3), 10-22.  

[15] Gigli, M., & Koo, S. (2011). Internet of things: services and applica-
tions categorization. Advances in Internet of Things, 1(02), 27.  

[16] Graneheim, U. H., & Lundman, B. (2004). Qualitative content analy-
sis in nursing research: Concepts, procedures and measures to 
achieve trustworthiness. Nurse education today, 24(2), 105-112.  

[17] Gubbi, J., Buyya, R., Marusic, S., & Palaniswami, M. (2013). Internet 
of Things (IoT): A vision, architectural elements, and future direc-
tions. Future Generation Computer Systems, 29(7), 16451660. 

[18] Guillemin, P., & Friess, P. (2009). Internet of things strategic research 
roadmap. The Cluster of European Research Projects, Tech. Rep.  

[19] Hao, Z. C., & Hong, J. S. (2010). Ultrawideband filter technologies. 
IEEE Microwave magazine, 11(4), 56-68.  

[20] Kim, E., Kaspar, D., Gomez, C., & Bormann, C. (2012). Problem 
statement and requirements for IPv6 over low-power wireless per-
sonal area network (6LoWPAN) routing (No. RFC 6606).  

[21] Koshizuka, N., & Sakamura, K. (2010). Ubiquitous ID: standards for 
ubiquitous computing and the Internet of Things. IEEE Pervasive 
Computing, 4(9), 98-101.  

[22] Maxwell, J. A. (2012). Qualitative research design: An interactive 
approach: An interactive approach. Sage.  

[23] Ongoma, V., Shilenje, Z. W., Thiong’o, K., Ondimu, K. I., Nguru, P. 
M., Nguyo, J. K., ...  & Apondo, W. (2015). Ambient Air Quality Mon-
itoring and Audit over Athi River Township, Kenya.  

[24] Perera, C., Zaslavsky, A., Christen, P., & Georgakopoulos, D. (2014). 
Context aware computing for the internet of things: A survey. IEEE 
Communications Surveys & Tutorials, 16(1), 414-454.  

[25] Rajalakshmi, A., Karthick, S., & Valarmathy, S. Vehicular Pollution 
and Status Monitoring Using RFID.  

[26] Sanchez, L., Muñoz, L., Galache, J. A., Sotres, P., Santana, J. R., Gu-
tierrez, V., ... & Pfisterer, D. (2014). SmartSantander: IoT experimen-
tation over a smart city testbed. Computer Networks, 61, 217-238.  

[27] Schneider, J., Kamiya, T., Peintner, D., & Kyusakov, R. (2011). Effi-
cient XML interchange (EXI) format 1.0. W3C Proposed Recommen-
dation, 20.  

[28] Sharma, D. K., Tiwari, V., Kumar, K., Botre, B. A., & Akbar, S. A. 
(2015, December). Small and medium range wireless electronic notice 
board using Bluetooth and ZigBee. In 2015 Annual IEEE India Confe-
rence (INDICON) (pp. 1-5). IEEE. 

[29] Virmani, D., & Jain, S. (2013). Scalable, Robust and Real Time Com-
munication Architecture For Wireless Sensor Networks. arXiv pre-
print arXiv:1305.2370.  

[30] Wu, M., Lu, T. J., Ling, F. Y., Sun, J., & Du, H. Y. (2010, August). Re-
search on the architecture of Internet of things. In 2010 3rd Interna-
tional Conference on Advanced Computer Theory and Engineering 

IJSER

http://www.ijser.org/


International Journal of Scientific & Engineering Research, Volume 8, Issue 3, March-2017                                                                                        1000 
ISSN 2229-5518 

IJSER © 2017 
http://www.ijser.org  

(ICACTE) (Vol. 5, pp. V5-484). IEEE.  
[31] Xiaojiang, X., Jianli, W., & Mingdong, L. (2010). Services and key 

technologies of the internet of things. ZTE Communications, 2, 011.  
[32] Yang, J., Zhou, J., Lv, Z., Wei, W., & Song, H. (2015). A real-time 

monitoring system of industry carbon monoxide based on wireless 
sensor networks. Sensors, 15(11), 29535-29546.  

[33] Yang, Z., Yue, Y., Yang, Y., Peng, Y., Wang, X., & Liu, W. (2011, July). 
Study and application on the architecture and key technologies for 
IOT. In Multimedia Technology (ICMT), 2011 International Confe-
rence on (pp. 747-751). IEEE.  

[34] Zainal, Z. (2007). Case study as a research method. Jurnal Kemanu-
siaan, (9), 1-6.  
 

IJSER

http://www.ijser.org/

	background
	2.2 Enaling technologies
	The IoT enables the participating objects link with each other and share information across among them. IoT therefore transforms these objects from being traditional i.e. being un-able to communicate with others to being smart i.e. being able to link ...
	2.3 IoT Architectures
	IoT should be capable of interconnecting billions or trillions of heterogeneous objects through the Internet, so there is a critical need for a flexible layered architecture [1]. The ever increasing number of proposed architectures has not yet converg...
	2.3.1. Architectures based on layered models
	Case study: Integrated System for Regional Environmental Monitoring and Management Based on IoT
	This research was carried out by [11]. In this study, the researchers implemented an Integrated System for Regional Environmental Monitoring and Management Based on Internet of Things. The figure below shows the architecture developed in this study.

	Proposed approach
	The proposed system architecture in this study was based upon previous work on environmental monitoring system described in [3]. The architecture was based on the Environmental Monitoring System with Wireless Sensor Networks and IoT systems.
	Modifications have been done on the original architecture for the purpose of testing this model, for example sophisticated servers have been replaced by a laptop that will be used for the experimental purpose but at the same time is expected to give a...
	This architecture also proposes to carry out the experiment in a layered approach mainly
	 server-end layer (server layer)
	 Communication and data storage layer and
	 Sensing and connectivity layer (mote layer) as implemented in [13].
	Figure 7: Electrical System
	Figure 8: Sensor connection to Arduino
	Simulation results
	Figure 9: Air quality data in location A
	Figure 10: Air quality data in location B
	Conclusion
	In conclusion, the study established that the possible solutions to improve current challenges of air quality monitoring by environmental authorities can be done through the adoption of IoT system in the air quality monitoring practices in Kenya.
	The air quality monitoring systems based on IoT will improve efficiency of air quality monitoring as the systems are scalable, low-cost, provide sensing accuracy, can be integrated to other ICT systems and can obtain air quality data with a wide cover...
	The air quality monitoring systems based on IoT will also make it possible to timely disseminate air quality data to all the citizens and the environmental authorities to appropriate actions.
	The environmental authorities should therefore create more labs for testing the technologies that make up the internet of things as this can be vital in building systems that can readily be used for air quality.
	References



